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Established early 2024

Purpose: 

- supports ISO/IEC 27564 Privacy models - practices for privacy engineering based on models

- create synergies to foster development of an ecosystem of privacy models

- promote the creation, use and sharing of privacy models

https://models4privacy.org/

- join as a member of the interest group

- join mail list

- stay updated on the interest group activities/events

Interest Group: Models for Privacy

SC27 – 27564

Privacy models

Michelle Chibba - Antonio Kung - Ann Cavoukian

Benchmaking

models

https://models4privacy.org/
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